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ABSTRACT- Watermarking is also a process data 

authentication implementation into mat lab tool and 

creates definite image data security and image data 

protection of digital media and transfer one end to 

another secure. Watermarking is also the simplest way 

supported hides some secret information in another file 

like image and text image. Watermarking could be a 

conception closely associated with steganography. In 
this paper survey on image watermarking Scheme 

Using LP-DCT. Watermarking Scheme LP 

additionally make a case for the categories of 

watermarking but low robustness and varied 

techniques of watermarking and necessities of digital 

watermarking survey. Comparative analysis of some 

major watermarking Schemes. Our planned strategies 

improve image performance metric like peak S/N 

(PSNR) and normalized correlation (NC) and against 

JPEG and geometric attack in terms sensible of 

excellent invisibleness and good hardiness. 

Keywords: Watermarking, Image Watermark, 
Watermarking Techniques, Spatial Domain, 
Frequency Domain. 

I. INTRODUCTION 

Digital information is available in World Wide Web 

in the appearance of Images, Audio and video in 

huge amount. It is very simple to create duplicate 

copy of digital information, to spread this data, to 

Manipulate and obliterate by the impostors. 

Therefore it is required for shielding the integrity of 

the multimedia information. Hence, the techniques 

which are essential to keep away from illegal 
replication or moderation of digital data. 
Watermarking is different to steganography; it has 

the extra requirement of robustness against possible 

attacks. Watermark can be either visible or invisible. 

Using digital watermarking, copyright information 

can be implanted into the multimedia data. This is 

implemented by using algorithms. Information and 

data such as number, images or data image with 

special implication can be embedded image. The 

purpose of this can be for copyright protection, covert 

communication, authenticity distinguish of data file 

[1].This paper includes the survey of the latest 

methods that are used for the Digital Image 

watermarking. These techniques can also be used for 

music files as well as video files. Every digital 

watermarking technique have certain characteristics 

such as imperceptibility, and robustness against 
various image manipulations like compression, 

filtering, rotation, scaling cropping etc [2].Digital 

image watermarking techniques can be broadly 

classified into two major categories. 

(a)Spatial Domain Techniques: spatial domain 

watermarking small modifies the pixels of 1 or 2 

every which way hand-picked subsets of a picture. 

Modifications may embody flipping the low-order 
little bit of every component. However, this method 

isn't reliable once subjected to traditional media 

operations like filtering or lossy compression. 

Numerous spatial domain techniques are as follows 

[3] 

(i) Least significant Bit cryptography (LSB): LSB 

cryptography is one in every of the earliest strategies. 

Least vital bit is often applied in any kind of 
watermarking. During this technique the LSB of the 

carrier signal is substituted with the watermark. The 

bits are embedded in a very sequence that acts 

because the key. so as to retrieve it back this 

sequence ought to be best-known. The watermark 

encoder initial selects a set of component values on 

that the watermark needs to be embedded. It then 

embeds the data on the LSBs of the pixels from this 

set. LSB cryptography could be a terribly easy 

technique however the strength of the watermark is 

too low. With LSB cryptography nearly always the 
watermark cannot be retrieved while not a noise part 

[3].  

(ii)Predictive coding Schemes: predictive coding 

scheme was projected by Matsui and Tanaka for grey 

scale pictures. During this technique the correlation 
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between adjacent pixels are exploited. A group of 

pixels wherever the watermark must be embedded is 

chosen and alternate pixels are replaced by the 

distinction between the adjacent pixels. This could be 

more improved by adding a continuing to all or any 

the variations. A cipher key's created that permits the 

retrieval of the embedded watermark at the receiver. 

This can be far sturdier as compared to LSB 

cryptography [3]. 

(b)Frequency Domain Techniques: Frequency 

domain is that during which the key information are 

hidden within the lowest or middle frequency parts in 

protected image, owing to the upper frequency 

portion is a lot of be suppressed by compression. It’s 

necessary and tough that the way to choose the 
simplest frequency parts of the image for watermark. 

There are varied frequency domain techniques that 

are as follows:  

(i)Discrete cosine transform (DCT) based mostly 

Technique: it's a method that's converting a sequence 

of knowledge points within the spatial domain to a 

total of sin and cosine waveforms with completely 

different amplitudes within the frequency domain. 
The DCT could be a linear transform, which maps an 

n-dimensional vector to a group of n coefficients. It’s 

terribly sturdy to JPEG compression, since JPEG 

compression itself uses DCT. However, DCT 

strategies lack resistance to robust geometric 

distortions [3].  

(ii)Discrete Fourier Transformation based mostly 

technique: its translation invariant and rotation 
resistant that interprets to robust hardiness to 

geometric attacks.DFT uses advanced numbers, 

whereas DCT uses simply real numbers [3].  

 (iii) Discrete wavelet transform primarily based 

mostly Technique: DWT based strategies modify 

sensible spatial localization and have multi resolution 

significance that's same to the human sensory system. 

This approach additionally shows the hardiness to 

low pass & median filtering. But, these aren't strong 

to geometric transformations [3]. 

(c)Wavelet transform primarily based mostly 
Watermarking: The wavelet transform based 

watermarking technique divides the image into four 

sidebands a coffee resolution approximation of the 

tile part and also the component’s horizontal, vertical 

and diagonal frequency characteristics. The method 

will then be continual iteratively to provide N scale 

transform [3]. 

 

Digital Watermarking Applications  

(i)Copyright shieldion: Digital watermarking are 

often wont to determine and protect copyright 

ownership. Digital content are often embedded with 

watermarks portrayal information distinguishing the 

copyright homeowners.  

(ii)Copy protection: Digital content are often 

watermarked to point that the digital content can't be 

lawlessly replicated. Devices capable of replication 
will then sight such watermarks and forestall 

unauthorized replication of the content.  

(iii) Digital right management: Digital right 

management (DRM) are often outlined as ―the 

description, identification, trading, protecting, 

monitoring, and trailing of all sorts of usages over 

tangible and intangible assets‖. It considerations the 

management of digital rights and also the social 

control of rights digital[4] 

 

II. RELATED WORK 
 

S P Singh et al [5] in 2012, this paper shows that the 

spatial methods are relatively fast and requires low 

resources and even they can provide comparable 

performance when compared for attack (only scaling 

and noise) resilience to transform domain methods 

but does not resilience with attacks like rotation, 

compression, blurring and filtering like Gaussian. 

Hence the transform domain method provides a much 

better option at higher processing cost. They have 

also analyzed the techniques in terms of their 

complexity, robustness and processing time.  
Wen-Tzeng et al. [6] proposed a blind watermark 

technique based on discrete wavelet transform. They 

embed a watermark using a grey level image to 

perform 2- level wavelet transform and modify 

wavelet coefficients using four different methods 

according to the differences in wavelet coefficients 

on different wavelet subbands. This method 

marginally modifies the wavelet parameters, 

minimizing image degradation 

 

B. Pushpa Devi et al [7] in 2013, here they have 
reviewed some recent algorithms, proposed a 

classification based on their intrinsic features, 

inserting methods and extraction forms. Many 

watermarking algorithms are reviewed in the 

literatures which show advantages in systems using 

wavelet transforms with SVD. In this paper they also 

have presented a review of the significant techniques 

in existence for watermarking those which are 

employed in copyright protection. Along with these, 

an introduction to digital watermarking, properties of 

watermarking and its applications have been 
presented. In future works, the use of coding and 

cryptography watermarks will be approached 
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Cai Yong-Mei et al. [8] proposed blind hybrid audio 

watermarking scheme based on DWT and SVD. The 

original audio is divided into block and each block is 

decomposed on DWT for two degree, then first 

quarter audio approximate subband coefficients are 

decomposed on SVD transform, to obtain a diagonal 

matrix. This diagonal matrix is used for embedding 
watermark.  

Xiaoyi Zhou et al [9] proposed a SoRS algorithm 

based on SoW scheme, in which the watermark is 

split into four shares. The 2-level DWT is applied 

and SVD is performed on the HL/LH subband. In 

SoRS, all the subbands of 2-level DWT performed on 

the low subband are selected for embedding 

watermark. Their experimental result shows that 
SoRS has the significant enhancement in 

perceptibility and the robustness under various types 

of image processing attacks, even though algorithm is 
weak against scaling attacks 

 

Sanjana Sinha et al. [10] presented a hybrid 

technique in video watermarking comprises of DWT 

and Principal Component Analysis (PCA) SPCA, 

used for reducing correlation among the wavelet 

coefficients obtained from wavelet decomposition of 

each video frame there by dispersing the watermark 

bit into the uncorrelated coefficients. The video 

frames are first decomposed using DWT and the 

binary watermark is embedded in the principal 

components of the low frequency wavelet 
coefficients 

 

Richa Mishra et al. [11] in 2012, in this paper a new 

robust watermarking technique for color images was 

performed. In this paper, the RGB image is converted 

to HSV and watermarked by using discrete wavelet 

transform. Watermarking embedded stage and 

extraction stage is designed using another low power 

invisible watermarking algorithm. In this, the host 

signal is an image and after embedding the secret 

data a watermarked image is obtained and then 
extracts secret image and original image separately. 

In future the resulted watermarked image was tested 

with several attackers to verify the robustness and 

VLSI implementation of invisible watermarking 

algorithm using VHDL code and also check various 

performances like power, PSNR and tamper detection 

and area. 

 

Tan et al.[12] introduced a dual layer reversible 

watermarking technique to ensure authenticity of the 

image [83]. The images were first decomposed into 
2*2 non overlapping blocks. One pixel from each 

block is chosen as an estimator and other three pixels 

are used for embedding one bit each. The location of 

the estimator is kept secure by encrypting its location 

information using RSA algorithm. In the first layer, 

patient information, authentication information and 

location of estimator is embedded. In the second 

layer, tamper localization information is embedded. 

For tamper localization CRC-16 is computed and 

embedded into the same block. The hiding capacity 
achieved is 0.75bpp. Though this scheme can locate 

tampered regions it cannot recover the tampered 

region. 

M Fontani et al. [13] embeds the watermark into 

wavelet transform coefficients. It is a block based 

techniques which hides secret data only in HH 

coefficients. LSB technique or p-bit shifting 

technique is used for embedding. The information 

about LSB changeable and non changeable is 

embedded as a location map. Upon extraction the 

LSB changeable blocks are identified and the 
watermark is extracted. The method is simple and 

reversible. But instead of watermarking each image 

the digital signature of group of images are 

embedded in a single image. When that particular 

image is tampered the entire image set cannot be 

verified. 

 

Tian-ge Zhuang et al. [14] have proposed a region 

based lossless watermarking scheme for tamper 

detection. Hash of the original image is computed 

and digital signature (DS) is produced based on hash 

value. Region of embedding is identified by the 
radiologist such that it does not intersect ROI. 

Payload comprising patient details is concatenated 

with DS then encrypted using Rivest Cipher 4 (RC4). 

Some predefined location is identified and the least 

significant bits are extracted and ordered sequentially 

to form bit stream which is then combined with 

payload and once again encrypted. This is then 

embedded using difference expansion technique. This 

scheme achieves high embedded capacity with better 

visual quality. However if tamper occurs in region of 

embedding (ROE) then the authentication data may 
be lost.  

 

Jeffery H.K et al. [15] has proposed two techniques 

for tamper detection and recovery. The image is first 

divided into non overlapping blocks. In the first 

technique authentication message and recovery 

message of other blocks is embedded in each block 

using modulo operation. The second method is ROI 

based where the recovery information of ROI is 

embedded in other blocks. If ROI is tampered the 

approximate image can be obtained from other 
blocks. The drawback of this work is payload in 

second method is depended on the size of ROI and 
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also some image may contain multiple ROI which is 

not considered. 

 

III EXPECTED OUTCOME 

The aim of our research is to study existing LP 

techniques and to develop a novel Watermarking 

techniques based improve PSNR and NC enhances 

Image data privacy. 

IV.CONCLUSION 

This paper provides thorough define of Digital Image 

Watermarking techniques. In spacial domain 

additionally as transform domains. The transform 

domain based mostly watermarking techniques are 

suggested to realize hardiness. This survey on 

completely different digital watermarking techniques 
shows different hardiness level on different attacks. 

spacial domain based mostly technique (LSB 

technique) that is one the foremost well-liked 

technique of spacial domain image watermarking 

technique shows less hardiness against totally 

different geometric attacks. reworked domain 

techniques like DWT based mostly watermarking 

techniques, DCT and DWT based mostly composite 

watermarking technique, Multi channel DWT 

primarily based mostly technique are higher than 

spacial domain based technique. 
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